
• The Wi-Fi password is specific to you. Please do not give this password to 
anyone else.

• We have the right to monitor any and all aspects of our IT network. This will be 
logged against the password you have been issued.

• You must ensure that the device you are using to connect to this network 
receives regular security updates, system patches, and anti-virus / malware 
protection.

• We cannot guarantee the security of your device, or any information 
transmitted or received using our network.

• The full AUP is available on request.

To ensure compliance with this policy or for any other purpose authorised 
under the Telecommunications (Lawful Business Practice) (Interception of 
Communications) Regulations 2000, users expressly consent to doing so by 

agreeing to this policy.

By reading this AUP and connecting to the visitor network you are agreeing to 
this policy.

Use of this network is covered by UK national legislation, including: Data 
Protection Act 2018, Copyright Designs & Patents Act 1988, Computer Misuse 

Act 1990, PREVENT Duty.

VISITOR WI-FI
ACCEPTABLE USE POLICY

You MUST read and agree to this AUP BEFORE connecting to the network:




